PRACTICAL CYBER TRAINING
(with the use of a Cyber Range)

The purpose of training — work it out on practice algorithms protection, investigations, response
and elimination of cyber incidents to increase the level of cyber resilience of the company.

Target audience: Heads of information security/IT departments and other information
security and cybersecurity specialists, striving protect mine business from cyber threats.

Training format - full-time or remote (on (at the customer's discretion).
Price training for the group up to 25 participants - 15 000 BYN.
Training duration - 4 working days.

Why choose the NTEC cyber range CyberRing?
We are not only ready to offer you personalized training conditions but also to adapt the program to the
specifics of your business.

The NTEC CyberRing is:

Practical experience. Employees will be able to apply received knowledge on practice, solving
real problems of your organization.

Modern technologies. During the training, participants use contemporary tools employed in
cybersecurity.

Trainers — leading experts in practical cybersecurity.

Stages of conducting a cyber training:

1. Kick-off meeting (designed to familiarize participants with the platform's operating rules and
address organizational issues).

2. Receiving VPN configuration files for further connection to the cyber range infrastructure.

3. Connecting and working on the infrastructure (investigating a successfully executed cyber attack,
documenting data leakage and host compromise, and fully reconstructing the process of carrying out a
cyber attack on the infrastructure).

4. Reviewing team reports and summarizing results.
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